
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

The Cybersecurity and Infrastructure Security Agency (CISA) Region 10 (Alaska, Idaho, Oregon, and Washington) in 
conjunction with the federal, state, and local partners invites you to join an upcoming webinar to enhance your 
organization’s knowledge of CISA and the Agency’s role in entity notifications surrounding potential ransomware incidents. 

The webinar is crucial for critical infrastructure owners, operators, and representatives in preparing for a potential “entity 
notification” and helping the nation get ahead of the ransomware epidemic. 

 
EACH WEBINAR WILL PROVIDE: 

 An introduction of key federal, state, and local partners who work jointly with CISA to help complete entity 
notifications. 

 Dynamic cybersecurity tips to enhance your organization’s understanding of CISA, its mission and authorities, as 
well as CISA’s entity notification process. 

 Valuable conversations about the significance of entity notifications and the voluntary role of organizations to help 
prevent greater risk. 

 Preparedness best practices to help your organization regarding a potential entity notification to include 
communications protocols and resources. 

 Key Awareness on how to verify CISA personnel and distinguish between a hoax and authentic contact. 
 Real world cyber insights from CISA cybersecurity advisors. 
 An interactive Q&A session to address your state specific and general questions for CISA Region 10. 

 
 

 
 
 
 
 
 
 
 
 
 
 
 
 
 

cisa.gov CISA.R10.Outreach@cisa.dhs.gov  

 
For more information or to seek additional help,  
contact CISA Region 10 at 
CISA.R10.Outreach@cisa.dhs.gov  

 
CISA REGION 10 CYBER ENTITY 
NOTIFICATION AWARENESS 
WEBINAR 

GETTING AHEAD OF THE RANSOMWARE 
EPIDEMIC 

SESSIONS DATES REGISTRATION 
LINKS 

Washington 
Stakeholders 

May 28,  
2024 

https://forms.office.com/g/
FBVBAmnjV4 

Oregon 
Stakeholders 

June 11, 
2024 

https://forms.office.com/g/
jZkpH6x7w8 

Alaska 
Stakeholders 

June 18, 
2024 

https://forms.office.com/g/
QdBieMWFQR 

Idaho 
Stakeholders 

July 2, 2024 https://forms.office.com/g/
HyQRmG7dzM 

   

   

ALL TIMES 1:00-2:00 PM PT 

LOCATION Virtual via Microsoft Teams (Link sent upon 
registration) 

 

THE WEBINARS WILL HELP IMPROVE 
CYBER PREPAREDNESS, CYBER 
HYGIENE, & CYBER RESILIENCE FOR: 

 Critical Infrastructure Owners and 
Operators 

 CISOs and cybersecurity leadership 
 IT/Security Personnel 
 Emergency Communications Centers 
 Federal, State, and Local Law 

Enforcement 
 Legal Professionals 
 Cybersecurity Insurance Providers 
 Managed Security/IT Service Providers 
 State and Local Emergency 

Management Professionals 
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